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1. **Resumen**

Proporciona un mecanismo de permisos adicional y más flexible para los sistemas de archivos. Está diseñado para ayudar con los permisos de archivos UNIX. ACL le permite otorgar permisos para cualquier usuario o grupo a cualquier recurso de disco.

El kernel de Red Hat Enterprise Linux proporciona soporte de ACL para el sistema de archivos ext3 y los sistemas de archivos exportados por NFS. Las ACL también se reconocen en los sistemas de archivos ext3 a los que se accede a través de Samba.

1. **Contenido**

Junto con el soporte en el kernel, aclse requiere el paquete para implementar las ACL. Contiene las utilidades utilizadas para agregar, modificar, eliminar y recuperar información de ACL.

**Habilitando ACL**

Para habilitar ACL, el sistema de archivos debe estar montado con la **acl** opción. Puedes usar **fstab** para hacerlo permanente en tu sistema.

Existe la posibilidad de que la **acl** opción ya esté activa como opción de montaje predeterminada en él.

**Establecer ACL**

La ACL se puede modificar usando el comando **setfacl**.

Para agregar permisos para un usuario (user es el nombre de usuario o la ID):

# setfacl -m "u: *usuario: permisos* " <archivo / dir>

Para agregar permisos para un grupo (group es el nombre del grupo o la ID):

# setfacl -m "g: *grupo: permisos* " <archivo / dir>

Para permitir que todos los archivos o directorios hereden las entradas de ACL del directorio en el que se encuentra:

# setfacl -dm " *entrada* " <dir>

Para eliminar una entrada específica:

# setfacl -x " *entrada* " <archivo / dir>

Para eliminar todas las entradas:

# setfacl -b <archivo / dir>

Para mostrar permisos, utilice:

# getfacl <file / dir>

**Conclusión**

Los permisos de acceso de Linux tradicionales para archivos y directorios consisten en establecer una combinación de permisos de lectura, escritura y ejecución para el propietario del archivo o directorio, un miembro del grupo al que está asociado el archivo o directorio y todos los demás (otros). Las listas de control de acceso (ACL) proporcionan un mecanismo de control de acceso más detallado que estos permisos de acceso de Linux tradicionales.
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